API Installation Procedures

Section 0 — Install Genesis R&D

NOTE: Verify if Genesis has already been installed. If so, verify that the installation is NOT using LocalDB.
You can determine what type of database connection any given installation of Genesis is using by
launching Genesis and clicking the “About” button from the “Home” tab in the ribbon. You will see a
dialog like this:

About Genesis R&D 11.6 et

This is Genesis R&D 11.6.337 database structure version 11.6.0

|‘T'0u are connected to server DESKTOP-KVVKIHB\ESHA and catzlog gendata .

i Customer number is: 30261
Serial code isi OWYX-A4RW-0G54-CUMW-CYCL-9MGC-2WXG-RMW?Z (Deactivate)
—
Gen sl R&D’ This computer is activated successfully, Activation details are temporarily unavailable,
Refresh
Lirected by Loading license... -

Kelly Cowx, Jeff Golden,

Jill Hohnstein, Jazh

Luth, Dipthang You are licensed for 99 userls).
Iandible, Patrick

Murphy, Rery Plaire,

Benjamin Miller,

Andrew Beardsley, Alex

Clase

The “You are connected to server...” line would show “(localdb)\v11.0” if the installation was using a
LocalDB connection.

If Genesis is configured to use a LocalDB connection, the process for switching from one install-type to
another may depend on how many users are configured for the current install and other factors. A call
to our Support staff would be the best approach to take for switching the Genesis installation over to a
SQL Server instance.

If Genesis has not been installed, proceed with the next steps. If Genesis has been installed and is using
a SQL Server instance, proceed to Section I.



Launch the Genesis R&D installer.
On the “Select Install Type” page of the installer, select “Custom Installation”:

Genesis R&D

Select Install Type

What type of install do you want te perform?

() Typical Installation

We won't ask you any mare questions. Everything will be
installed with the default settings.

® Custom Installation

We will ask you what you want to do every step of the way.
You can change settings as you go to install the way you want,

3. Click Next.



4. Onthe “Select the features you would like to install” page, uncheck “SQL Server LocalDB 2012”
and check “SQL Server Express 2014”:

Genesis R&D

Select the features you would like to install.

4 (B Genesis R&D !
[[] sqL Server LocalDB 2012

| 5QL Server Express 2014

Genesis R&D Client

@ Description and size

SQL Server Express, Allows other computers to connect as if 196.74 MB
this computer were a server.
Takes a while to install...

SELECT THIS OPTICON IF YOU WANT COTHERS TO CONMECT TO
DATABASES OM THIS COMPUTER.

Required disk space across all drives 267 GB

5. Complete the Wizard and finish the installation.




Section | - Enable 1IS on Windows

1. Click the Start button.
2. Type “Windows Features”.
3. Select “Turn Windows Features on or off” from the search results.
4. Expand the “Internet Information Services Node”.
5. Ensure that the features select match the screen shot:
[El Windows Features - m} k4
Turn Windows features on or off (2 )

To turn a feature on, select its check box. To turn a feature off, clear its check box. &
filled box means that only part of the feature is turned on. L

Iﬁ Internet Information Services I ~
LI FTP Server
= W | Web Management Tools
[ | 1S 6 Management Compatibility
115 Management Console
[ | IS Management Scripts and Tools
1 | IS Management Service
= @  World Wide Web Services
= @] | Application Development Features

Server-Side Includes
WebSocket Protocol
= M  Common HTTP Features
Default Document
Directory Browsing
HTTP Errors
HTTP Redirection
Static Content
[ | WebDAV Publishing
= (@] | Health and Dizgnostics
[ | Custom Logging
HTTP Logging
[1 | Logging Tools
[J | ODBC Logging
[ | Request Monitor
[ | Tracing
= @ | Performance Features
[/ | Dynamic Content Compression
Static Content Compression
= m | Security
Basic Authentication
Centralized 55L Certificate Support
Client Certificate Mapping Authentication
Digest Authentication
115 Client Certificate Mapping Authentication
IP Security
Request Filtering
URL Authorization
Windows Authentication
[/ | Internet Information Services Hostable Web Core w

[ | \NET Extensibility 3.5
NET Extensibility 4.7
[ | Application Initialization
O | ase

[ | ASP.NET 35
ASP.NET 47

O | cal

ISAP| Extensions
ISAPI Filters

|

O

NOFOOO0OO®™

Cancel

6. Click OK.



Section Il — Enable WCF on Windows

1. Return to the “Windows Features” dialog.

2. Expand the “.NET Framework <version> Advanced Services” node.
(NOTE: If you have a more recent version of .NET installed, the .NET Framework <version>...” will
reflect that version number instead.)

3. Expand the “WCF Services” node.

4. Select “HTTP Activation”:

{5l Windows Features — O *

Turn Windows features on or off e

To turn a feature on, select its check box. To turn a feature off, clear its
check box. A filled box means that only part of the feature is turned on.

= M@ | .MET Framework 4.7 Advanced Services A
ASP.MET 4.7
o M | WCF Services
|41 | HTTP Activation |
J Message Queuing (M5MQ) Activation
[J | Mamed Pipe Activation
TCP Activation
TCP Port Sharing
Active Directory Lightweight Directory Services
Containers

Data Center Bridging

Jogdo

Device | nckdown

H

|| Cancel

5. Click OK.



Section Il — Enable SQL Authentication

1. Launch SQL Server Management Studio (SSMS).
2. Connect to the database server that hosts your GENDATA database.
3. Right-click on the server name:

Object Explorer

Connect~ 3 & m [ ¢] l__.,E
= LB DESKTOP-KVVKIHBA\ESHA (50L Server 12.0.2260 -
|| Databases
F [d Security
[ Legins
[ Server Roles
[ Credentials
[ Server Objects
[ Replication
[ Management

4. Select “Properties”.
5. The “Server Properties” dialog will appear:

ﬂ Server Properties - DESKTOP-KVVKGHB\ESHA -
Select a page ‘ 3 -
" S - Hel
1A General st ~ Qe
12 Memory

1% Processors

Server authentication
Connections (0) Windows Authentication mode
Database Settings
A Advanced |© SQL Server and Windows Authentication mode
7 Pemissions
Login auditing
) None
(®) Failed logins only
() Successful logins only
(O) Both failed and successful logins
Server proxy account
[] Enable server proxy account
Connecbon | .
Server:
DESKTOP-KWVVKSHE\ESHA Options
Connection:

DESKTOP-KVVKSHE Seot [] Enable C2 audit tracing

3} Wiew connection properties
[] Cross database ownership chaining

Progress
Ready

Cancel

6. Select the “Security” node.
7. Select the “SQL Server and Windows Authentication mode” radio button.




8. Click OK.
9. Right-click on the sever name again:

Object Explorer
Connect~ 3 3 m 7 #] .5
= BM

= [ Dat Connect...

Ca Disconnect
U Register...
LA Sec

T3 Ser MNew Cuery

[0 Reg Activity Monitor
Ca Ma

Start
Stop
Pause

Resume

Restart

Policies 3

Facets

Start PowerShell

Reports ]

Refresh

Properties

10. Select “Restart”.
11. Answer “Yes” when asked to confirm that you want to restart the server.



Section IV — Create an APl User login in GENDATA

Launch SSMS.

Connect to the database server that hosts your GENDATA database.
Expand the “Security” node.

Right-click the “Logins” node:

PwNPRE

Object Explorer

Connect~ 3 3d m IE;

= LB DESKTOP-KVVKSHB\ESHA (SOL Server 12.0.2269 -
[ Databases
= [ Security

| [ Legins

[ Server Roles

[ Credentials
[ Server Objects
[ Replication
[ Management

5. Select “New Login”.
6. The “Login — New” dialog will appear:

|j Legin - New -
Select a page I . 3
Script « Hel
& General ; - Lj P
=7 berver Roles
%A User Mapping Login name: ||
22" Securables
§ Status () Windows authentication
|© SQL Server authentication |
Passwond: |
Confirm password: |
[] Enforce password palicy
() Mapped to certificate
(C) Mapped to asymmetric key
Con . [] Map to Credential
Server Mapped Credentials Credertial Provider
DESKTOP-KVVKIHB\ESHA
Connection:
DESKTOP-KVVKSHE"Scott
Qj View connection properties
Progress
Ready Default database: master
Defautt language: <default>

7. Enter “APlUser” or some other login name for the “Login Name” field.



8. Select the “SQL Server Authentication” radio button.

9. Create a password for the new login and make a note of it for later reference.

10. Deselect “Enforce password policy” checkbox.
11. Select the “User Mapping” node:

|ﬂ Login - Mew

8 Serpt ~ [ Help

Users mapped to this login:
Map Database User

master
madel

msdb
Supplements

ooog

tempdb

Database role membership for: gendata

Default Schema

Connection
[] db_accessadmin
Server: [] db_backupoperator
DESKTOP-KVWKIHBNESHA [] db_datareader
Connection: [] db_datawriter
DESKTOP-KVVKIHB \Scott [] db_ddladmin

db_d ataread
Ej View connection properties % db:dmat:::terer

[] db_owner
Progress [] db_securityadmin
FPExecute
Ready M| FPRole
| public

12. Select the “gendata” database from the “Users mapped to this login” list.
13. Select “FPRole” from the “Database role membership for: gendata” list.

14. Click OK.




Section V — Install the API

1. Install the API via the installer by right-clicking on the installer file and selecting “Run as
Administrator”.

2. Onthe “System Validation” page of the installer, it will verify that all prerequisites have been
completed. It will typically look as follows:

Genesis AP

1 System validation

Pending system reboot

TT= TTrT

1 Check for other installations running

Operating System Version

AYRNRNRN

15 7.0 ar above and [15 roles

]

3. Ifthe “lIS 7.0 or above and IIS roles” has a red “X”, click the “Activate required Features and
Roles” button that will appear.

4. Click “Next”.

5. Onthe “SQL Server Connection” page, select the server you connected to in the above steps in
the “Server name” drop down. If it’s not in the list, manually enter it.

6. Select the “Use SQL Authentication” radio button.

7. Enter “APIUser” or the name you created in Section IV — Step 7 in the “User name” field.




8. Enter the password you created in Section IV — Step 9 in the “Password” field.
9. Select “gendata” from the “Select or enter a database” drop down.
10. Click the “Test Connection” button. Assuming it succeeds, click the Install button and allow the

installation to complete.



Section VI - Final API Configuration

Click the “Start” button.
Type “IIS”.
Select “Internet Information Services (11S) Manager” from the search results.

PwNPRE

The “Internet Information Services (11S) Manager” window will appear:

ASP.NET

NET Authorization Rules

Configure rules for authorizing users to access websites and applications

@.NLT Compilation
NET Error Pages

& NET Globalization
[£4.NET Profile
{2.NET Roles

=% NET Trust Levels

| NET Users
pplication Settings

=) Connection Strings
=7 Machine Key
E:‘ Pages and Controls
5'3_, Providers
EQSess\on State
[=hSMTP E-mail

s
Q)Authent\catmn
@J Compression
| @ Default Document
E)]Directory Browsing
Error Pages
& |Handler Mappings
%] HTTP Redirect

PERIT, o 11 TS e

Configure properties for compiling managed code

Configure pages to return when errors occur

Configure globalization properties for managed code

Configure options that track user-selected preferences in ASP.NET applications

Configure user groups for use with \NET Users and Forms authentication

Configure trust-level policy files and the selected trust level for ASP.NET applicati...

Manage users who belong to roles and who use Forms authentication

Configure name and value pairs for managed code to use at runtime

Configure strings that websites and applications can use to connect to data sour..,

Cenfigure hashing and encryption settings for managed application services
Cenfigure properties for pages and controls in ASP.NET applications
Cenfigure providers for provider-based application services

Configure session state settings and Forms authentication cookie settings

Configure e-mail address and delivery options to send e-mail from Web applicati..

Coenfigure authentication settings for sites and applications

Configure settings to compress responses

Cenfigure default files to return when clients do not specify a file in a request
Cenfigure information to display in a directory listing

Configure pages to return when errors occur

Specify resources that handle responses for specific request types

Specify rules for redirecting incoming requests to another file or URL

PN LITTR b mnder s mem addmd $m cmrinmmmne Frmn thn Wb mamone

€5 Internet Information Services (II5) Manager - [}
/(:- 0 » DESKTOP-KVVKSHB » Sites b GenesisAPl » 1) "i
File View Help
Connections R Actions
} @ GenesisaPl Home
Al B Explore
v 83 DESKTOP-KVVKSHB (DESKTOP-KVVKSHB\Scott) Filter: + % Go - GyShowAll |Groupby: Area Edit Permissions...
2} Application Pools Edit Sit
& Feature Name Description — il
§ Default Web Site

Setting

lications

rtual Directories

Manage Website

& Restart

b

B Stop
Browse Website

Browse :80 (http)
Advanced Settings...
Configure

Limits...

'@ Help

(=11 Features View |i% Content View

Ready

Expand the “Sites” node.

Select the “GenesisAPI” node.

Click the “Bindings...” link at the far right.
The “Site Bindings” dialog will appear:

® N o »

Site Bindings ? X
Type Host Name Port IP Address Binding Informa... Add...
htt, 20
*‘
b
Browse
Close

TT TN TR TR SETTIES TEF T TELTITTRES



10.
11.

12.
13.
14.
15.

16.

Select the “http” row in the list.
Click the “Edit...” button.
The “Edit Site Binding” dialog will appear:

7 Edit Site Binding ? >
Type: IP address: Port:
http All Unassigned v| 2080
Host name:

Example: www.contoso.com or marketing.contoso.com

Change the “Port” value to any available port (e.g. 8080), ensuring it does not conflict with any
other sites in IS, and make a note of that number.

Click OK.

Click Close from the “Site Bindings” dialog.

Click the “Restart” link under the “Manage Website” section at the far left of the “Internet
Information Services (1IS) Manager” window.

Close the “Internet Information Services (IIS) Manager” window.




Section VIl — Verify API Installation

1.

w

Open a browser and navigate to http://localhost:<portnumber>/Apilnfo.svc, where
<portnumber> is the number you changed the GenesisApi site to in Section VI - Step 11. You
should receive the “Apilnfo Service” page:

Apilnfo Service

You have created a service.

To test this service, you will need to create a client and use it to call the service. You can do this using the sy

sveutil.exe http://localhost/Api Info.sve?wsdl

You can also access the service description as a single file:

http://localhost/ApiInfo.svc?zingleW=dl

This will generate a configuration file and a code file that contains the client class. Add the two files to your ¢
C#

class Test

- static woid Main ()

ApiInfoClient client = new ApiInfoClient():

ff Use the 'client' wvariable to call operations on the service.

lway=s close the client.
nt.Close() ;

Visual Basic

Class Test
Shared Sub Main()
Dim client As ApiInfoCli
' Use the 'client' variabl

Al
client.Close ()
End Sub
End Class

Download and install Postman from https://www.getpostman.com/apps.
Launch Postman. Use a dummy account to login or use one of your own making.
Change “GET” to “POST”:

. + MNo Environment
MNew Tab e

Authorization

POST ~ Params m Save


http://localhost:%3cportnumber%3e/ApiInfo.svc
https://www.getpostman.com/apps

5. Enter the http://localhost:<portnumber>/rest/FoodQueryService.svc/ListNutrients in the “Enter
request URL":

POST ~ hrtp://localhost/restfoodquernyservice. svollistnutrients Params

6. Select the “Body” tab and then click the “Raw” radio button:

POST ~ http://localhostrest/foodqueryservice.svollistnutrients Params
Body @
form-data x-www-form-urlencoded ® raw binary Text ¥

7. Inthe empty text box below, enter “request={}":

form-data sx-www-Torm-urlencoded ® raw binary ext ¥

1 request={}

8. Click the blue “Send” button.
9. You should get a response in the “Response” section below the request text box with a Status of

200:

Body (8) Status: 200 OK

Pretty JSON - =)
1=k
2 "Nutrients": [
3~ {
4~ "Nama":
5 "en-Us": "Calories”
7 "UnitIdSpecified”: false,
8 "LegacyKey": @,
9 "LegacyKeySpecified”: true,
18 "Standardkey”: 8,
11 "Standardieyspecified™: true,
12 "IsScalar": true,
13 "PrecizionSpecified": false,
14 "Id": "84337893-2800-2008-ebf9-98ceal/did44r",
5 "IdSpecified”: true
16 Ts

10. If you have gotten the Apilnfo.svc page and a valid response the APl has been successfully
configured.


http://localhost:%3cportnumber%3e/rest/FoodQueryService.svc/ListNutrients

